NFORMACIA
PUBLICZNA

CENTRUM SZKOLENIOWE

mk‘ szkolenia.informacjapubliczna.pl

Do: Petnomochnika Ochrony Informaciji Niejawnych | DW: Kierownika Kancelarii Tajnej

Szanowni Panstwo,

w imieniu wydawcy miesiecznika ,,IT w Administracji” i kwartalnika ,,ABl Expert” oraz p. Agaty lwaszko
zapraszam na:

SZKOLENIE ONLINE

»Akredytacja bezpieczenstwa teleinformatycznego systeméw
przeznaczonych do przetwarzania informacji niejawnych”

Prowadzenie: Agata Iwaszko*

17 lutego 2026 roku (wtorek) na profesjonalnej platformie do SZKOLEN ONLINE

*Agata Iwaszko - praktyk, do$wiadczony ekspert specjalizujacy sie w zakresie ochrony informacji niejawnych
w sieciach i systemach teleinformatycznych; autorka i wspofautorka wielu publikacji obejmujacych problematyke ochrony
informacji niejawnych; bardzo wysoko oceniana na dotychczasowych szkoleniach.

Przygotowanie jednostki do akredytacji systemu teleinformatycznego jest procesem
skomplikowanym. Podczas szkolenia prowadzacy przedstawi zasady poprawnego przygotowania jednostki
do przeprowadzenia tego procesu z sukcesem, wskaze zadania poszczegdlnych osob funkcyjnych
wynikajgce z ustawy, rozporzgdzen oraz wytycznych ABW, zaprezentuje czynnosci do zrealizowana podczas
poszczegolnych etapow zycia systemu teleinformatycznego, uwzgledniajgc proces zarzgdzania ryzykiem
oraz dobdr stosownych zabezpieczen, tak fizycznych jak i informatycznych, przedstawi dobre praktyki
sporzadzania dokumentacji bezpieczenstwa teleinformatycznego oraz najczesciej popetniane przez
autoréw tych dokumentow btedy.

Tematami przewodnimi szkolenia beda: poprawne = Szkolenie w czasie rzeczywistym
przygotowanie dokumentacji bezpieczenstwa - nie jest to uprzednio nagrany materiat
teleinformatycznego, (dokumentéw SWB i PBE) wediug | . 6 godzin wraz z przerwa

najnowszych wymagan ABW, typy uzytkownikow systemu,
tryb bezpieczehstwa, zarzgdzanie ryzykiem, strefowanie
budynkow, strefy ochronne i ich zabezpieczenia, dobor
sprzetu komputerowego, obowigzki personelu funkcyjnego,
proces akredytacji, audyt i kontrola w bezpieczenstwie
teleinformatycznym.

Szkolenie adresowane jest do wszystkich o0séb
odpowiedzialnych za bezpieczne przetwarzanie informaciji
niejawnych w systemach teleinformatycznych,
w szczegolnosci do kierownikow jednostek organizacyjnych,
petnomocnikdw ds. ochrony informacji niejawnych,
administratoréw i inspektoréw bezpieczenstwa
teleinformatycznego.

- rozpoczynamy o godz. 9.00

Mozliwosé zadawania pytan

i dyskusiji z innymi uczestnikami

Grupa do 25 os6b - kazdy bedzie miat
czas na zadawanie pytan

Nizsza cena - w poréwnaniu do
szkolenia stacjonarnego

Wydrukowany certyfikat
- wyslemy pocztg

Dostepne na komputerze, tablecie
i smartfonie - z dowolnego miejsca

Szkolenie odbedzie sie 17 lutego 2026 roku (wtorek) na profesjonalnej platformie do SZKOLEN ONLINE.
Warunkiem uczestnictwa jest dokonanie wptaty na konto organizatora oraz przestanie zgtoszenia na
e-mail: szkolenia@informacjapubliczna.pl lub numer faksu: 71 798 48 48 albo wypetnienie formularza na
stronie www: szkolenia.informacjapubliczna.pl/t/ABTS

W razie watpliwosci pozostajemy do Panhstwa dyspozycji pod
numerem telefonu: 71 798 48 40.

Z powazaniem,

Arkadiusz Karasek

Petny kalendarz naszych szkolen

i konferencji na stronie www:
szkolenia.informacjapubliczna.pl

Podmiot zarzadzajacy:
PRESSCOM Sp. z o0.0.
ul. Krakowska 29
50-424 Wroctaw

tel. 71 798 48 40

fax 71 798 48 48

Organ rejestrowy: Sad Rejonowy Wroctaw-Fabryczna, VI Wydziat Gospodarczy
KRS: 0000173413 Kapital zaktadowy: 50 000 zt

NIP: 897-168-80-84 REGON: 932945064

Santander Bank Polska: 96 1090 1522 0000 0001 0162 2418

Nr ewidencyjny w rejestrze instytucji szkoleniowych: 2.02/00015/2005

e-mail: szkolenia@informacjapubliczna.pl
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CENTRUM SZKOLENIOWE

HARMONOGRAM SZKOLENIA ONLINE
»Akredytacja bezpieczenstwa teleinformatycznego systeméw
przeznaczonych do przetwarzania informacji niejawnych”

Prowadzenie: Agata Iwaszko
17 lutego 2026 roku (wtorek), godz. 9.00-15.00 na profesjonalnej platformie do SZKOLEN ONLINE

1. Wprowadzenie:
6. Dokument szczegélnych wymagan

a. obowigzujgce akty prawne; bezpieczeristwa (SWB).

b. przydatne migdzynarodowe normy ) )
branzowe: 7. Dokument procedur bezpiecznej
o eksploatacji (PBE).
c. podstawowe definicje.

o o 8. Akredytacja bezpieczenistwa
2. Osoby funkcyjne i personel odpowiedzialny teleinformatycznego:

za bezpieczenstwo teleinformatyczne. , ) _
a. akredytacja systemdw do klauzuli

3. Etapy zycia systemu teleinformatycznego. ,Zastrzezone”;

4. Zabezpieczenia stosowane b. :akre_dytacg’}a systemow do klauzuli ,Poufne”
w bezpieczenstwie teleinformatycznym: | Wyzszycn.
a. zabezpieczenia fizyczne; 9. Audyt w procesie akredytacji

: . L bezpieczenstwa teleinformatycznego:
b. zabezpieczenia techniczne;

c. zabezpieczenia organizacyjne. a. przygotowanie do audytu;

b. przebieg procesu audytu.
5. Analiza ryzyka w bezpieczenstwie

teleinformatycznym. 10. Odpowiedzi na pytania uczestnikoéw
szkolenia.

Jak wyglada szkolenie online?

1. Zgtoszenia dokonujesz wysytajac wypetniong karte zgtoszeniowg na adres:
szkolenia@informacjapubliczna.pl, lub numer faksu: 71 798 48 48 lub poprzez formularz na stronie www:
szkolenia.informacjapubliczna.pl/t/ABTS

2. Na 2 dni przed szkoleniem na wskazane w zgtoszeniu adresy e-mail przeslemy unikatowe linki do platformy.

W dniu szkolenia logujesz sie do platformy z dowolnego miejsca na dowolnym urzadzeniu (komputer, tablet
lub smartfon).

W trakcie szkolenia wida¢ ekran prowadzacego oraz jego samego.

Mozesz zadawac pytania trenerowi przez mikrofon lub wbudowany czat.

Materiaty w formacie PDF bedg do pobrania w trakcie szkolenia, a wydrukowany certyfikat otrzymasz poczta.
Po zakoniczeniu szkolenia, nie ma mozliwo$ci jego ponownego odtworzenia.

w

N ook

Co jest potrzebne od strony technicznej?

=  Komputer z przegladarka internetowa (Google Chrome, Mozilla Firefox, Safari, Microsoft Edge, Opera)
lub tablet lub telefon z przegladarka lub bezptatng aplikacja do pobrania z Apple App Store lub Google
Play Store.

=  Mozna, ale nie trzeba uzywaé podczas szkolenia wbudowanej kamery lub kamery internetowej, mikrofonu,
zestawu stuchawkowego lub podtaczonych gtosnikéw, ale nie powinny by¢ one jednoczesnie uzywane przez
zadnag inng aplikacje.


mailto:szkolenia@informacjapubliczna.pl
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CENTRUM SZKOLENIOWE

KARTA ZGLOSZENIA NA SZKOLENIE ONLINE
»Akredytacja bezpieczenstwa teleinformatycznego systeméw
przeznaczonych do przetwarzania informacji niejawnych”

Prowadzenie: Agata Iwaszko
17 lutego 2026 roku (wtorek), godz. 9.00-15.00 na profesjonalnej platformie do SZKOLEN ONLINE

Wypetniong karte prosimy przesyta¢ na numer faksu: 71 798 48 48 lub e-mail: szkolenia@informacjapubliczna.pl
Zgtoszenia mozna takze dokona¢ na stronie www: szkolenia.informacjapubliczna.pl/t/ABTS

1 Imie i nazwisko Stanowisko

Telefon E-mail (na ktéry wyslemy unikatowy kod dostepu do platformy) Kwota

” Imig i nazwisko Stanowisko
[ Telefon E-mail (na ktory wyslemy unikatowy kod dostepu do platformy) Kwota

Suma kwot
RAZEM

Koszt uczestnictwa 1 osoby w szkoleniu online wynosi 690 zI i obejmuje koszt materiatéw w formie elektronicznej oraz
wydrukowany certyfikat przesytany poczta po szkoleniu. Przy zgtoszeniach na szkolenie nadestanych po dniu 12 lutego
2026 roku koszt uczestnictwa jednej osoby wynosi 790 zt. Liczba miejsc ograniczona jest do 25.

Do podanych cen nie doliczamy podatku VAT w_przypadku podpisania niniejszeqo oswiadczenia, tzn. kiedy
uczestnictwo w szkoleniu jest finansowane w co najmniej 70% ze $rodkdw publicznych. W przeciwnym razie do powyzszych
cen zostanie doliczony podatek VAT w wysokosci 23%.

O Oswiadczam, iz srodki wydatkowane na ww. szkolenie pochodza w co
najmniej 70% ze Srodkéw publicznych w rozumieniu ustawy o finansach
publicznych. Niniejsze o$wiadczenie ma na celu mozliwo$¢ zastosowania stawki
zwolnionej VAT zgodnie z art. 43 ust.1 pkt 29¢ ustawy o podatku od towardw

i ustug z dnia 11 marca 2004 r. z p6zn. zmianami. Data, pieczatka, podpis
DANE DO Ptatnosci prosimy realizowaé: PRESSCOM Sp. z 0.0., ul. Krakowska 29, 50-424 Wroctaw
FAKTURY: Santander Bank Polska: 96 1090 1522 0000 0001 0162 2418 z tytutem pfatno$ci: 20260217ABTS
DANE Nazwa
ODBIORCY:

Ulica NIP
Kod Miejscowos¢ Telefon
E-mail do otrzymania faktur E-mail do ksiegowosci

DANE Nazwa NIP
NABYWCY:

Przestanie karty zgtoszenia stanowi prawnie wigzace zobowigzanie do uczestnictwa w szkoleniu na warunkach w niej okreslonych. Rezygnacji z udziatu
w szkoleniu mozna dokona¢ wytacznie w formie pisemnej (e-mail, fax, poczta), najpdzniej 7 dni roboczych przed szkoleniem. W przypadku otrzymania
rezygnacji przez organizatora pdzniej niz na 7 dni roboczych przed dniem szkolenia lub niezalogowania sig¢ uczestnika do platformy i tym samym
niewziecia udziatu w szkoleniu, zgtaszajacy zostanie obcigzony petnymi kosztami uczestnictwa, wynikajacymi z przestanej karty zgtoszenia, na podstawie
wystawionej faktury VAT. Niedokonanie wptaty nie jest jednoznaczne z rezygnacja z udziatu w szkoleniu.

Przestanie zgtoszenia i podanie danych osobowych jest dobrowolne. Niepodanie wymaganych
danych uniemozliwi realizacje umowy/zaméwienia. Informujemy, ze Parstwa dane osobowe
bedg przetwarzane w celach marketingu produktéw i ustug wiasnych Presscom Sp. z o.0.
Administratorem danych osobowych bedzie Presscom Sp. z 0.0. z siedzibg we Wroctawiu,
numer KRS 0000173413. Dane osobowe nie bedq przekazywane podmiotom trzecim
bez prawidtowej podstawy prawnej. W szczegdlnosci majg Pafistwo prawo do sprzeciwu wobec
przetwarzania w celach marketingowych, a takze zadania od Presscom Sp. z 0.0. dostepu
do swoich danych osobowych oraz ich sprostowania lub usuniecia. W sprawach z zakresu
ochrony danych osobowych mozliwy jest kontakt z do@presscom.pl. Petna tre$¢ klauzuli
informacyjnej dostepna jest na stronie internetowej: https://presscom.pl/do. Data, pieczatka, podpis




